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SUMMARY 

Bitkub Exchange is a Thailand-based new generation 
digital asset and cryptocurrency exchange 
company. Bitkub Exchange offers advanced 
cryptocurrency exchange services to individuals 
who intend to buy, sell, and store cryptocurrencies. 
After three years of massive growth and achieving 
a unicorn valuation in 2021, the Bitkub Exchange 
security operations team started looking for a SIEM 
solution that could scale with their massive growth 
and keep their organization secure in an increasingly 
vulnerable cryptocurrency industry. Following the 
evaluation of several solutions on the market, Bitkub 
Exchange chose Devo because of its unique ability 
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analyst’s time to work on other tasks such as threat 
hunting, investigation and proactive defense. 

THE CHALLENGE 

Bitkub Exchange did not previously have a SIEM 
solution in place. The cryptocurrency company 
was growing very quickly, but still operating using 
manual processes as a security team.  This was not 
only extremely time consuming, but also left them in 
a less secure state, unable to gain full visibility into 
their data landscape. 

Devo’s cloud-native platform and 
advanced security analytics enable 
Bitkub Exchange to make faster decisions 
and proactively defend their data. 
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2.2.

At the same time, the cryptocurrency landscape 
was changing and becoming increasingly 
targeted by cybercriminals. The industry was 
seeing increased levels of targeted hacks on 




