
SUMMARY
A leading Fintech provider’s security operations team 
is challenged to secure critical confidential client data 
while also meeting numerous compliance requirements. 
Many of the compliance-related activities involve slow, 
manual processes that take time away from critical 
security activities or are too time-consuming to perform as 
effectively as needed.
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Devo is the only cloud-native logging and security analytics 
platform that releases the full potential of your data to empower 
bold, confident action. With unrivaled scale to collect all of your data 
without compromise, speed to give you immediate access and 
answers, and clarity to focus on the signals that matter most, Devo is 
your ally in protecting your organization today and tomorrow. Devo is 
headquartered in Cambridge, Mass. Learn more at www.devo.com.

Leading Fintech - Devo SOAR for Compliance Automation

USE CASE: ACCESS RECERTIFICATION FOR PRIVILEGED USERS

Description
• Compliance requires that all privileged user 

accounts are verified for legitimacy every quarter. 
The original process required manual account 
lookups for hundreds of users, with individual 
managerial verification, to either reauthorize or 
revoke based on the lookups.

Devo SOAR automated solution
• Retrieves all relevant user detail and emails a 

verification form to their manager 

• Based on each manager’s response, access is 
verified, or case is created to revoke privileges for 
the account 

• Users lacking an assigned manager are flagged for 
data cleanup

Benefits
• 
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